
Notes SECIR Working Group Telephone Conference 
4 November 2014 

 
Attendees: 
 
Cristian Hesselman, .nl (Chair) 
Erwin Lansing, .dk 
Frederico Newes, .br 
Geng-Da Tsai, .tw (partly) 
 
Staff: 
 
Gabriella Schittek 
 
Apologies: 
 
Abibu Ntahigiye, .tz 
 

• The Chair ran through the actions – nr 6 (“Ask OARC what possibilities there are 
to make changes to the OPS-TRUST system, to possibly avoid the requirement 
of using PGP Keys”) and nr 15 (“The Working Group Chair to incorporate the 
outcome of the OPS-Trust discussions into the final report document”) are still to 
be completed. 
 

• The group discussed the information that OARC had not yet access to the source 
code of the OPS-Trust platform. It was felt that the momentum of the work could 
be lost, if the group would just have to wait for it and an interim solution was 
sought. 
 
Two alternatives were considered:  
 
1) (“Plan B”) Set up a temporary ccTLD subgroup on the existing OPS-Trust 
platform - without customising it - and start working with that. Once DNS OARC 
has the source code it could move along to the new platform and do the 
necessary changes then. 
 
It was pointed out that the community could possibly view the politics around 
such a solution as problematic, as individual people, not a company, run the 
OPS-Trust platform. 
 
2) (“Plan C”) Implementing the contact repository as a mailman list, which 
regularly sends out the contact information of all ccTLDs subscribed to the list. 
This is a solution already provided by ISOC for their DNSSEC Deployment Maps 
service. 
 
It was, however, pointed out that the latter solution would still require an operator.  
 
The group considered the advantages and disadvangates of both alternatives 
and decided to pursue the first alternative, in case OARC could not provide the 
code in a timely manner. Only if that would proof to take too much time, “plan C” 
would be pursued. 



 
ACTION 18: Jacques Latour to contact Keith from OARC, ask for his 
recommendation and opinion on contacting OPS-Trust operators regarding the 
possibility of providing a sub-group without customisation of OPS-Trust and how 
to organise this. 
 

• In order to be prepared once the OPS-Trust platform is ready, the requirements, 
set out in Chapter 4 in the Final Report, need to be finalised. 
 
ACTION 19: Frederico Neves and Erwin Lansing to review the requirements, as 
set out in Chapter 4 of the Final Report. 
 

• ACTION 20: Gabriella Schittek to send out a doodle poll for the next call of the 
SECIR Working Group to take place in the week 24-28 November 2014. 
 
 


